## **Parking lot USB exercise**

|  |  |
| --- | --- |
| **Contents** | Write **2-3 sentences** about the types of information found on this device.  *There are files that contain PII and sensitive work files as well, we learned about their work’s schedule, employee budget, a resume, the fact that Jorge is getting married, the list goes on and no it is not safe to store personal files with work files, they should be separated.* |
| **Attacker mindset** | Write **2-3 sentences** about how this information could be used against Jorge or the hospital.  *This information could be used against Jorge because he exposed the PII’s of other employees thru his carelessness, the employee budget and new hire gives a glimpse on what the company may be worth and a resume contains a lot of personal information.* |
| **Risk analysis** | Write **3 or 4 sentences** describing technical, operational, or managerial controls that could mitigate these types of attacks:  *Malicious software such as programs that inject malware into a device once you open it, when another employee discovers it the cycle might continue.*  *Sensitive information a threat actor could use can be about the employee budget, the new hire and a resume.*  *The information can be sold to a competitor by the threat actor most likely the employee budget.* |